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1. Introduction
[bookmark: _Toc352077766]This paper introduces evaluation updates for solutions related to KI#7
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes the following update related to evaluation of solutions for KI#6 in TR 23.700-88 clause 7.7.  

* Start of change * 
[bookmark: _Toc104235498][bookmark: _Toc104539853]7.7	Evaluation on Key Issue #7
Editor's note:	This clause will provide evaluation of KI solutions. Further update is needed considering the text based on version 0.2.0 of the TR.
[bookmark: _Toc104235499][bookmark: _Toc104539854]7.7.1	General
Editor's note:	This clause will provide high level principles indicated by solutions, which helps the conclusion stage. Further update is needed.
The following mechanisms for PIN ID management have been indicated:
a)	UDM allocates the PIN ID (solution #9).
b)	A new NF for PIN management allocates the PIN ID (solution #6).
c)	An AF for PIN management allocates the PIN ID (solution #8).
The following mechanisms for PINE ID and PINE IP management have been indicated:
a)	PEMC allocates the PINE ID (solution #1).
b)	UDM allocates the PINE ID (solution #9).
c)	SMF allocates the PINE ID and PINE IP (solution #12).
d)	PEGC allocates the PINE ID (solution #27).
NOTE:	Some combination of the above principles is not possible or not able to be alternative.
Considering the PIN functionality has no corelation with the 5GC functionality, it’s more reasonable that the identity management is kept in the PIN network. The 5GC may be informed with some information for traffic differentiation and policy/QoS control.
[bookmark: _Toc104235500][bookmark: _Toc104539855]7.7.2	Evaluation on solution #1
The PEMC assigns the PINE ID to a PINE during the PINE interacting with the PEMC to join into a PIN. 5GC is not involved in PIN ID/PINE ID allocation.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235501][bookmark: _Toc104539856]7.7.3	Evaluation on solution #3
Group ID (also called as PIN ID): The group ID configured by the authorized user or the 5GC.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235502][bookmark: _Toc104539857]7.7.4	Evaluation on solution #5
After successful registration, the PEMC sends a request to the PIN AS to create a PIN. The PIN ID is assigned by the PIN AS to the PEMC.
The PIN AS provisions PIN Service Specific Parameters to the UDR (via NEF) for policy control of the PEGC, include e.g. the PIN ID, default QoS requirement and valid time for PIN communication. The PINE ID may be used in 5GC for policy and QoS control in 5GC for PIN traffic via 5GC.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235503][bookmark: _Toc104539858]7.7.5	Evaluation on solution #6
When requested by a PIN AF via NEF for creating a PIN, the new PIN network Network Ffunction, P-NF, assigns the PIN ID and send it to the PEMC via AMF over NAS as well as send it to the PIN AF via NEF.
For PIN Elements, it is allowed that a PINE can be added in more than one PIN. Thus, it is recommended to combine PIN ID and PINE ID to identify PIN Elements
PIN Network Function(P-NF)The P-NF is a 5GC NF and represents the functionality providing the capability to manage the PIN in 5GC, e.g. processing the request of creating PIN, choosing a UE to be a PEMC and distribute a PIN ID to identify a PIN, etc.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235504][bookmark: _Toc104539859]7.7.6	Evaluation on solution #8
When requested by a PEMC over application layer for creating a PIN, the PINMF assigns the PIN ID. The PIN ID is provided to PEGC/PEMC/PINE via application layer or NAS message.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235505][bookmark: _Toc104539860]7.7.7	Evaluation on solution #9
In this solution, it assumed that UDM is used to create/update/remove PIN profile that includes PIN information and PINEs information with PIN ID/PINE ID, based on input PIN information from PEMC when request the creation of the PIN via NAS. and The UDM allocates/manages the PIN ID. And The UDM may allocate/manage PINE ID for the PIN.
PINE ID, unique ID within a PIN that could be allocated by PEMC locally, or network.
PIN ID, unique ID within a PLMN and allocated by network.
When a PEMC requested over NAS to create a PIN, the AMF interacts with the UDM for creating the PIN. The UDM allocates PIN ID and PINE ID for the PIN and the PINEs included in the PIN.
Editor's note:	Further evaluation is needed.
[bookmark: _Toc104235506][bookmark: _Toc104539861]7.7.8	Evaluation on solution #12
When device to network relay is requested from a PEGC over application layer, the PINMF indicates the information related to the relay to the SMF serving the PDU Session of the PEGC for the relay. The SMF allocates PINE ID and PINE IP and sends them to the PEGC via network initiated PDU Session Modification procedure.
Editor's note:	Further evaluation is needed.
7.7.9	Evaluation on solution #27
The solution proposes that PINE ID is formulated based on PIN ID + PEGC/PEMC ID + Element ID. The PINE ID is allocated by PEGC and uploaded to PEMC/UDM (i.e., new PEGC means new PINE ID). 
One PINE may have multiple PINE IDs if it’s connected to multiple PEGCs.
Editor's note:	Further evaluation is needed.

* End of changes * 




